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AND COPLIANC 

ATTENTION TO: ALL HEADS OF GOVT. BRANCHES, BODIES OR ENTITIES, INCLUDING NATIONAL GOVT 
AGENCIES, BUREAUS OR OFFICES, CONSTITUTIONAL COMMISSIONS, LGUs, GOCCs, 
STATE COLLEGE AND UNIVERSITIES. 

SUBJECT: DATA PRIVACY AWARENESS AND COMPLIANCE WORKSHOP" 
REPUBLIC ACT 10173 OR DATA PRIVACY ACT OF 2012 
INTRO TO PRIVACY IMPACT ASSESSMENT (PIA) 

SECURITY THREATS AND ATTACKS 

Dear Mam/Sir: 

Greetings' / 
We are pletsed to invite you and your personnel in HR, Finance, Admin, IT, BAC Secretariats, School Administrators, Principal, 
Asst. Principal and those who have access to personal data to attend to the Data Privacy Awareness and Compliance Workshop 
to be held on the workshop schedules stated below. 

Section 2 of Republic Act No. 10173, also known as the Data Privacy Act of 2012 (DPA), provides that it is the policy of the State 
to protect the fundamental human right of privacy of communication while ensuring free flow of information to promote innovation 
and growth and to ensure that personal information in information and communication systems in the government and in the 
private sector are secured and protected. 

Under Section 22 of the DPA of 2012, the head of each government agency or instrumentality is responsible for complying with 
the security requirements mentioned in the law. This includes ensuring all sensitive personal information maintained by his/her 
agency are secured, as far as practicable, with the use of the most appropriate standard recognized by the information and 
communicating technology industry, and as recommended by the National Privacy Commission. 

In addition, under NPC Circular No 16-01, one of the general obligations of a government agency engaged in the processing of 
personal data is to conduct a mandatory, agency-wide training on privacy and data protection policies once a year. A similar 
training shall be provided during all agency personnel orientations. 

All institutions, both from the Government and Private sector processing personal data in the Philippines are required to comply 
with RA 10173, the Data Privacy Act of 2012, as well as the Implementing Rules and Regulations (lRR) and memorandum 
circulars issued by the National Privacy Commission (NPC). 

It is for this reason that we are extending this invitation to your organization or agency to attend to our workshop to assist you 
and elucidate how to comply and participate in the NPCs roadmap towards security of personal data in the government 
agencies. 

We also encourage you to form or create a Breach Response Team to be headed by the Data Protection Officer (DPO) to attend 
from Session 1 to Session 3 in order to have a working understanding of the Data Privacy Act of 2012 its IRR and 
implementation practices. We will focus on giving them a practical sense of the rules and their impact as well as valuable insights 
to help prepare your agency on the challenges it presents. 
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Below are the workshop schedules: (pls choose your workshop options) 

Our workshop will be held for three (3) days at the designated venue. Seminar Fee is Php 2,000/day per pax for live-out 
(inclusive of training kit, lunch, am/pm snacks and certificate of participation). Payment should be made on the account of 
YISRAEL SOLUTIONS AND CONSULTING (YISCON) INC. Kindly fill up the attached Confirmation Form which requires a list of 
your participants and fax to (02) 956-2025 or email at atc3visrael-dataprivacv.com  for your workshop schedule. 

We also conduct in-house trainings. If you are interested, please inform us at the contact numbers stated below. 

For inquiries and/or clarification, please contact us by email at atc3visrael-datanrivacv.com  (attention to: Hannah Jane 
Pecson); or thru text at mobile number 0908-1094-962; Iandline (632) 616-3086; telefax at (02) 956-2025. 

We hope to see you in our workshops! 

ISRAEL SOLUTIONS AND CONSULTING (VISCON) INC 

PRIVACY STATEMENT 
We are committed to maintaining the accuracy, confidentiality, and security of your personally identifiable 

information ("Personal Information"). As part of this commitment, our privacy policy governs our actions as they 
relate to the collection, use and disclosure of Personal Information. 

We are responsible for maintaining and protecting the Personal Information under our control. We have 
designated an individual or individuals who is/are responsible for compliance with our privacy policy. 

Personal information will generally be collected directly from you through the use of any of our standard 
forms, over the internet, via email, or through a telephone conversation with you. We may also collect personal 
information about you from third parties acting on your behalf (for instance, agents or contact person). 

We also collect information from subscribers (persons registering their details with us through the 
website) or website visitors for the purpose of improving our quality and effectiveness and to provide you with 
information. We will not publish your name in connection with any information you provide without your 
oermission. 

SESSION Training Fee Training Fee 
(Live-out) (Live-in) 

SESSION 1: (For Day 1) Php 2,000.00Ipax Php 3,500.00lpax 
• MODULE I - Intro to Data Privacy Act of 2012 (inclusive of breakfast) 
• MODULE 2 - Role of the Data Protection Officer (DPO) 
• MODULE 3—Privacy Management Framework 
• MODULE 4—Establishing Privacy Governance 

SESSION 2: (For Day 2) Php 2,000.00/pax Php 3,500.00/pax 
• MODULE 5—Intro to Privacy Impact Assessment (PIA) (inclusive of breakfast) 
• MODULE 6— Presentation of PIA Cases 
• MODULE 7- Privacy and Data Protection Measures 
• MODULE 8— Breach Reporting Procedures 

SESSION 3: (For Day 3) Php 2,000.00/pax Php 2,00.00Ipax 
• MODULE 9—Awareness on Breach, Cyber Threats and (live-out) 

Attacks 
• MODULE 10 - Meeting the NPC Registration 

Requirements 

WORKSHOP SCHEDULES: 

November 21-23, 2018 November 27-29, 2018 December 10-12, 2018 

LOCATION: 
ONE SAN MIGUEL AVENUE BUILDING - CORNER SHAW BOULEVARD, ORTIGAS CENTER, PASIG CITY 

NOV 08 2018 



Republic of the Philippines 

NATIONAL PRIVACY COMMISSION 

NPC Circular 16-03 

DATE 15 December 2016 

SUBJECT PERSONAL DATA BREACH MANAGEMENT 

WHEREAS, the Philippine Constitution guarantees respect for the right to privacy, 
including information privacy, accorded recognition as inherent in the freedoms enjoyed by 
every Filipino, and at the same time, Article II, Section 11 of the Constitution emphasizes that 
the State values the dignity of every human person and guarantees full respect for human 
rights; 

WHEREAS, Article II, Section 24, of the Constitution provides that the State recognizes 
the vital role of communication and information in nation-building, and Section 2 of Republic 
Act No. 10173, also known as the Data Privacy Act of 2012, provides that it is the policy of the 
State to protect the fundamental human right of privacy of communication while ensuring free 
flow of information to promote innovation and growth; 

WHEREAS, there are increasing incidents of personal data breaches that impact both 
public and private entities, entailing significant economic and legal costs for those involved in 
processing of personal data and putting at risk data subjects for identity theft, crimes and other 
harm, and that in order to afford protection of personal data, reasonable and appropriate 
organizational, physical and technical measures should be implemented; 

WHEREAS, Section 20(f) of the Act requires prompt notification of the National Privacy 
Commission and affected data subjects when sensitive personal information or other 
information that may, under the circumstances, be used to enable identity fraud are reasonably 
believed to have been acquired by an unauthorized person, which may likely give rise to a real 
risk of serious harm to any affected data subject; 

WHEREAS, in order to ensure compliance of the country and all personal information 
controllers and personal information processors with the law and international standards set for 
data protections, and to safeguard against accidental or unlawful destruction, alteration and 
disclosure, as well as against any other unlawful processing, the management of personal data 
breach should include prevention, incident response, mitigation and compliance with 
notification requirements; 

WHEREFORE, in consideration of these premises, the National Privacy Commission 
hereby issues this Circular governing personal data breach management. 

RULE I. 
GENERAL PROVISIONS 

SECTION 1. Scope. These Rules apply to any natural and juridical person in the government or 
private sector processing personal data in outside of the Philippines, subject to the relevant 
provisions of the Act and its Implementing Rules and Regulations. 

SECTION 2. Purpose. These Rules provide the framework for personal data breach 
management and the procedure for personal data breach notification and other requirements. 

SECTION 3. Definition of Terms. For the purpose of this Circular, the following terms are 
defined, as follows: 



I.  

J.  
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A. "Act" refers to Republic Act No. 10173, otherwise known as the Data Privacy Act of 
2012; 

B. "Commission" refers to the National Privacy Commission; 

C. "Data Protection Officer" refers to an individual designated by the head of agency to 
be accountable for the agency's compliance with the Act: Provided, that the individual 
must be an organic employee of the government agency: Provided further, that a 
government agency may have more than one data protection officer; 

D. "IRR" refers to the Implementing Rules and Regulations of Republic Act No. 10173, 
otherwise known as the Data Privacy Act of 2012; 

E. "Personal data" refers to all types of personal information; 

F. "Personal data breach" refers to a breach of security leading to the accidental or 
unlawful destruction, loss, alteration, unauthorized disclosure of, or access to, 
personal data transmitted, stored, or otherwise processed. A personal data breach may 
be in the nature of: 

1. An availability breach resulting from loss, accidental or unlawful destruction of 
personal data; 

2. Integrity breach resulting from alteration of personal data; and/or 
3. A confidentiality breach resulting from the unauthorized disclosure of or access 

to personal data. 

G. "Personal information controller" refers to a natural or juridical person, or any other 
body that controls the processing of personal data, or instructs another to process 
personal data on its behalf. The term excludes: 

1. A natural or juridical person, or any other body that performs such functions as 
instructed by another person or organization; or 

2. A natural person who processes personal data in connection with his or her 
personal, family, or household affairs; 

There is control if the natural or juridical person, or any other body, decides on what 
information is collected, or the purpose or extent of its processing; 

H. "Personal information processor" refers to any natural or juridical person or any other 
body to whom a personal information controller may outsource or instruct the 
processing of personal data pertaining to a data subject; 

"Privacy Impact Assessment" is a process undertaken and used by a government 
agency to evaluate and manage privacy impacts. 

"Security incident" is an event or occurrence that affects or tends to affect data 
protection, or may compromise the availability, integrity, and confidentiality of 
personal data. It shall include incidents that would result to a personal data breach, if 
not for safeguards that have been put in place; 

K. "Security Incident Management Policy" refer to policies and procedures implemented 
by a personal information controller or personal information processor to govern the 
actions to be taken in case of a security incident or personal data breach; 

L. "Sensitive personal information" refers to personal information: 

1. About an individual's race, ethnic origin, marital status, age, color, and religious, 
philosophical or political affiliations.- 
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2. About an individual's health, education, genetic or sexual life of a person, or to 
any proceeding for any offense committed or alleged to have been committed by 
such person, the disposal of such proceedings, or the sentence of any court in 
such proceedings; 

3. Issued by government agencies peculiar to an individual which includes, but not 
limited to, social security numbers, previous or current health records, licenses or 
its denials, suspension or revocation, and tax returns, and 

4. Specifically established by an executive order or an act of Congress to be kept 
classified. 

RULE II. 
GUIDELINES FOR PERSONAL DATA 

BREACH MANAGEMENT 

SECTION 4. Security Incident Management Policy. A personal information controller or 
personal information processor shall implement policies and procedures for the purpose of 
managing security incidents, including personal data breach. These policies and procedures 
must ensure: 

A. Creation of a data breach response team, with members that have clearly defined 
responsibilities, to ensure timely action in the event of a security incident or personal 
data breach; 

B. Implementation of organizational, physical and technical security measures and 
personal data privacy policies intended to prevent or minimize the occurrence of a 
personal data breach and assure the timely discovery of a security incident; 

C. Implementation of an incident response procedure intended to contain a security 
incident or personal data breach and restore integrity to the information and 
communications system; 

D. Mitigation of possible harm and negative consequences to a data subject in the event of 
a personal data breach; and 

E. Compliance with the Act, its IRR, and all related issuances by the Commission 
pertaining to personal data breach notification. 

SECTION 5. Data Breach Response Team. A personal information controller or personal 
information processor shall constitute a data breach response team, which shall have at least 
one (1) member with the authority to make immediate decisions regarding critical action, if 
necessary. The team may include the Data Protection Officer. 

The team shall be responsible for the following: 

A. Implementation of the security incident management policy of the personal 
information controller or personal information processor; 

B. Management of security incidents and personal data breaches; and 

C. Compliance by the personal information controller or personal information processor 
with the relevant provisions of the Act, its IRR, and all related issuances by the 
Commission on personal data breach management. 

The team must be ready to assess and evaluate a security incident, restore integrity to the 
information and communications system, mitigate and remedy any resulting damage, and 
comply with reporting requirements. 
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The functions of the Data Breach Response Team may be outsourced. Such outsourcing shall 
not reduce the requirements found in the Act, the IRR or related issuance. The Data Protection 
Officer shall remain accountable for compliance with applicable laws and regulations. 

In cases where the Data Protection Officer is not part of the Data Breach Response Team, the 
Data Breach Response Team shall submit a written report addressed to the Data Protection 
Officer detailing the actions taken in compliance with these Rules. 

RULE III. 
GUIDELINES FOR THE PREVENTION 

OF PERSONAL DATA BREACH 

SECTION 6. Preventive or Minimization Measures. A security incident management policy 
shall include measures intended to prevent or minimize the occurrence of a personal data 
breach. Such safeguards may include: 

A. Conduct of a privacy impact assessment to identify attendant risks in the processing of 
personal data. It shall take into account the size and sensitivity of the personal data 
being processed, and impact and likely harm of a personal data breach; 

B. Data governance policy that ensures adherence to the principles of transparency, 
legitimate purpose, and proportionality; 

C. Implementation of appropriate security measures that protect the availability, integrity 
and confidentiality of personal data being processed; 

D. Regular monitoring for security breaches and vulnerability scanning of computer 
networks; 

E. Capacity building of personnel to ensure knowledge of data breach management 
principles, and internal procedures for responding to security incidents; 

F. Procedure for the regular review of policies and procedures, including the testing, 
assessment, and evaluation of the effectiveness of the security measures. 

SECTION 7. Availability, Integrity and Confidentiality of Personal Data. The implementation 
of security measures shall be in accordance with the Act, its IRR, and other issuances of the 
Commission. The security measures should be directed to ensuring the availability, integrity, 
and confidentiality of the personal data being processed, and may include: 

A. Implementation of back-up solutions; 

B. Access control and secure log files; 

C. Encryption; 

D. Data disposal and return of assets policy. 

RULE IV. 
GUIDELINES FOR INCIDENT RESPONSE 

POLICY AND PROCEDURE 

SECTION 8. Policies and Procedures. The personal information controller or personal 
information processor shall implement policies and procedures for guidance of its data breach 
response team and other personnel in the event of a security incident. These may include: 
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A. A procedure for the timely discovery of security incidents, including the identification 
of person or persons responsible for regular monitoring and evaluation of security 
incidents; 

B. Clear reporting lines in the event of a possible personal data breach, including the 
identification of a person responsible for setting in motion the incident response 
procedure, and who shall be immediately contacted in the event of a possible or 
confirmed personal data breach; 

C. Conduct of a preliminary assessment for purpose of: 

1. Assessing, as far as practicable, the nature and scope of the personal data breach 
and the immediate damage 

2. Determining the need for notification of law enforcement or external expertise; 
and 

3. Implementing immediate measures necessary to secure any evidence, contain the 
security incident and restore integrity to the information and communications 
system; 

D. Evaluation of the security incident or personal data breach as to its nature, extent and 
cause, the adequacy of safeguards in place, immediate and long-term damage, impact 
of the breach, and its potential harm and negative consequences to affected data 
subjects; 

E. Procedures for contacting law enforcement in case the security incident or personal 
data breach involves possible commission of criminal acts; 

F. Conduct of investigations that will evaluate fully the security incident or personal data 
breach; 

G. Procedures for notifying the Commission and data subjects when the breach is subject 
to notification requirements, in the case of personal information controllers, and 
procedures for notifying personal information controllers in accordance with a contract 
or agreement, in the case of personal information processors; and 

H. Policies and procedures for mitigating the possible harm and negative consequences to 
a data subject in the event of a personal data breach. The personal information 
controller must be ready to provide assistance to data subjects whose personal data 
may have been compromised. 

SECTION 9. Documentation. All actions taken by a personal information controller or personal 
information processor shall be properly documented. Reports should include: 

A. Description of the personal data breach, its root cause and circumstances regarding its 
discovery; 

B. Actions and decisions of the incident response team; 

C. Outcome of the breach management, and difficulties encountered; and 

D. Compliance with notification requirements and assistance provided to affected data 
subjects. 

A procedure for post-breach review must be established for the purpose of improving the 
personal data breach management policies and procedures of the personal information 
controller or personal information processor. 
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SECTION 10. Regular Review. The incident response policy and procedure shall be subject to 
regular revision and review, at least annually, by the Data Protection Officer, or any other 
person designated by the Chief Executive Officer or the Head of Agency, as the case may be. 
The date of the last review and the schedule for the next succeeding review must always be 
indicated in the documentation of the incident response policy and procedure. 

RULE V. 
PROCEDURE FOR PERSONAL DATA BREACH 

NOTIFICATION AND OTHER REQUIREMENTS 

SECTION 11. When notification is required. Notification shall be required upon knowledge of 
or when there is reasonable belief by the personal information controller or personal 
information processor that a personal data breach requiring notification has occurred, under the 

following conditions: 

A. The personal data involves sensitive personal information or any other information 
that may be used to enable identity fraud. 

For this purpose, "other information" shall include, but not be limited to: data about 
the financial or economic situation of the data subject; usernames, passwords and 
other login data; biometric data; copies of identification documents, licenses or unique 
identifiers like Philhealth, SSS, GSIS, TIN number; or other similar information, which 
may be made the basis of decisions concerning the data subject, including the grant of 

rights or benefits. 

B. There is reason to believe that the information may have been acquired by an 

unauthorized person; and 

C. The personal information controller or the Commission believes that the unauthorized 
acquisition is likely to give rise to a real risk of serious harm to any affected data 

subject. 

SECTION 12. Public Information. A claim that the data involved in a breach is public 
information will not automatically exempt a personal information controller from the 
notification requirements provided herein. When the level of availability or publicity of the 
personal data is altered by a personal data breach, it shall be considered as a personal data 
breach requiring notification, subject to the preceding paragraphs. 

SECTION 13. Determination of the Need to Notify. Where there is uncertainty as to the need 
for notification, the personal information controller shall take into account, as a primary 
consideration, the likelihood of harm or negative consequences on the affected data subjects, 
and how notification, particular)' of the data subjects, could reduce the risks arising from the 
personal data breach reasonably believed to have occurred. 

The personal information controller shall also consider if the personal data reasonably believed 

to have been compromised involves: 

A. Information that would likely affect national security, public safety, public order, or 

public health; 

B. At least one hundred (100) individuals; 

C. Information required by applicable laws or rules to be confidential; or 

D. Personal data of vulnerable groups. 
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SECTION 14. Discovery of Vulnerability. A discovery of a vulnerability in the data processing 
system that would allow access to personal data shall prompt the personal information 
controller or the personal information processor, as the case may be, to conduct an assessment 
and determine if a personal data breach has occurred. 

SECTION 15. Who should Notify. The personal information controller shall notify the 
Commission and the affected data subjects upon knowledge of, or when there is reasonable 
belief that a personal data breach has occurred. The obligation to notify remains with the 
personal information controller even if the processing of information is outsourced or 
subcontracted to a personal information processor. 

The personal information controller shall identify the designated data protection officer or other 
individual responsible for ensuring its compliance with the notification requirements provided 
in this Circular. 

SECTION 16. Reporting by Personal Information Processors. To facilitate the timely reporting 
of a personal data breach, the personal information controller shall use contractual or other 
reasonable means to ensure that it is provided a report by the personal information processor 
upon the knowledge of, or reasonable belief that a personal data breach has occurred. 

SECTION 17. Notification of the Commission. The personal information controller shall notify 
the Commission of a personal data breach subject to the following procedures: 

A. When Notification Should be Done. The Commission shall be notified within seventy-two 
(72) hours upon knowledge of or the reasonable belief by the personal information 
controller or personal information processor that a personal data breach has occurred. 

B. Delay in Notification. Notification may only be delayed to the extent necessary to 
determine the scope of the breach, to prevent further disclosures, or to restore 
reasonable integrity to the information and communications system. 

The personal information controller need not be absolutely certain of the scope of the 
breach prior to notification. Its inability to immediately secure or restore integrity to 
the information and communications system shall not be a ground for any delay in 
notification, if such delay would be prejudicial to the rights of the data subjects. 

Delay in notification shall not be excused if it is used to perpetuate fraud or to conceal 
the personal data breach. 

C. When delay is prohibited. There shall be no delay in the notification if the breach 
involves at least one hundred (100) data subjects, or the disclosure of sensitive 
personal information will harm or adversely affect the data subject. In both instances, 
the Commission shall be notified within the 72-hour period based on available 
information. The full report of the personal data breach must be submitted within five 
(5) days, unless the personal information controller is granted additional time by the 
Commission to comply. 

D. Content of Notification. The notification shall include, but not be limited to: 

1. Nature of the Breach 
a. description of how the breach occurred and the vulnerability of the data 

processing system that allowed the breach; 
b. a chronology of the events leading up to the loss of control over the 

personal data.- 
C. approximate number of data subjects or records involved; 
d. description or nature of the personal data breach; 
e. description of the likely consequences of the personal data breach; and 
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f. name and contact details of the data protection officer or any other 
accountable persons. 

2. Personal Data Possibly Involved 
a. description of sensitive personal information involved; and 
b. description of other information involved that may be used to enable 

identity fraud. 

3. Measures Taken to Address the Breach 
a. description of the measures taken or proposed to be taken to address the 

breach; 
b. actions being taken to secure or recover the personal data that were 

compromised; 
C. actions performed or proposed to mitigate possible harm or negative 

consequences, and limit the damage or distress to those affected by the 
incident; 

d. action being taken to inform the data subjects affected by the incident, or 
reasons for any delay in the notification; 

e. the measures being taken to prevent a recurrence of the incident. 

The Commission reserves the right to require additional information, if necessary. 

E. Form. Notification shall be in the form of a report, whether written or electronic, 
containing the required contents of notification: Provided, that the report shall also 
include the name and contact details of the data protection officer and a designated 
representative of the personal information controller: Provided further, that, where 
applicable, the manner of notification of the data subjects shall also be included in the 
report. 

Where notification is transmitted by electronic mail, the personal information 
controller shall ensure the secure transmission thereof. 

Upon receipt of the notification, the Commission shall send a confirmation to the 
personal information controller. A report is not deemed filed without such 
confirmation. Where the notification is through a written report, the received copy 
retained by the personal information controller shall constitute proof of such 
confirmation. 

SECTION 18. Notification of Data Subjects. The personal information controller shall notify 
the data subjects affected by a personal data breach, subject to the following procedures: 

A. When should notification be done. The data subjects shall be notified within seventy-two 
(72) hours upon knowledge of or reasonable belief by the personal information 
controller or personal information processor that a personal data breach has occurred. 

The notification may be made on the basis of available information within the 72-hour 
period if the personal data breach is likely to give rise to a real risk to the rights and 
freedoms of data subjects. It shall be undertaken in a manner that would allow data 
subjects to take the necessary precautions or other measures to protect themselves 
against the possible effects of the breach. It may be supplemented with additional 
information at a later stage on the basis of further investigation. 

B. Exemption or Postponement of Notification. If it is not reasonably possible to notify the 
data subjects within the prescribed period, the personal information controller shall 
request the Commission for an exemption from the notification requirement, or the 
postponement of the notification. 
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A personal information controller may be exempted from the notification requirement 
where the Commission determines that such notification would not be in the public 
interest or in the interest of the affected data subjects. 

The Commission may authorize the postponement of notification where it may hinder 
the progress of a criminal investigation related to a serious breach, taking into account 
circumstances provided in Section 13 of this Circular, and other risks posed by the 
personal data breach. 

C. Content of Notification. The notification shall include, but not be limited to: 

1. nature of the breach; 
2. personal data possibly involved; 
3. measures taken to address the breach; 
4. measures taken to reduce the harm or negative consequences of the breach; 
5. representative of the personal information controller, including his or her contact 

details, from whom the data subject can obtain additional information regarding 
the breach; and 

6. any assistance to be provided to the affected data subjects. 

Where it is not possible to provide the foregoing information all at the same time, they 
may be provided in phases without undue delay. 

D. Form. Notification of affected data subjects shall be done individually, using secure 
means of communication, whether written or electronic. The personal information 
controller shall take the necessary steps to ensure the proper identity of the data subject 
being notified, and to safeguard against further unnecessary disclosure of personal 
data. 

The personal information controller shall establish all reasonable mechanisms to 
ensure that all affected data subjects are made aware of the breach: Provided, that 
where individual notification is not possible or would require a disproportionate 
effort, the personal information controller may seek the approval of the Commission to 
use alternative means of notification, such as through public communication or any 
similar measure through which the data subjects are informed in an equally effective 
manner: Provided further, that the personal information controller shall establish means 
through which the data subjects can exercise their rights and obtain more detailed 
information relating to the breach. 

SECTION 19. Exemption from Notification Requirements. The following additional factors 
shall be considered in determining whether the Commission may exempt a personal 
information controller from notification: 

A. Security measures that have been implemented and applied to the personal data at the 
time the personal data breach was reasonably believed to have occurred, including 
measures that would prevent use of the personal data by any person not authorized to 
access it; 

B. Subsequent measures that have been taken by the personal information controller or 
personal information processor to ensure that the risk of harm or negative 
consequence to the data subjects will not materialize; 

C. Age or legal capacity of affected data subjects: Provided, that in the case of minors or 
other individuals without legal capacity, notification may be done through their legal 
representatives. 
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In evaluating if notification is unwarranted, the Commission may take into account the 
compliance by the personal information controller with the law and existence of good faith in 
the acquisition of personal data. 

SECTION 20. Failure to Notify. In case the personal information controller fails to notify the 
Commission or data subjects, or there is unreasonable delay to the notification, the Commission 
shall determine if such failure or delay is justified. Failure to notify shall be presumed if the 
Commission does not receive notification from the personal information controller within five 
(5) days from knowledge of or upon a reasonable belief that a personal data breach occurred. 

SECTION 21. Investigation of a Breach or a Security Incident. Depending on the nature of the 
incident, or if there is failure or delay in the notification, the Commission may investigate the 
circumstances surrounding a personal data breach. Investigations may include on-site 
examination of systems and procedures. 

If necessary, the Commission shall require the cooperation of concerned parties, or compel 
appropriate action therefrom to protect the interests of data subjects. 

The investigation under this Section shall be governed by the Rules of Procedure of the 
Commission. 

Section 22. Reportorial requirements. All security incidents and personal data breaches shall be 
documented through written reports, including those not covered by the notification 
requirements. In the event of a personal data breach, a report shall include the facts 
surrounding the incident, the effects of such incident, and the remedial action taken by the 
personal information controller. For other security incidents not involving personal data, a 
report containing aggregated data shall constitute sufficient documentation. 

Any or all reports shall be made available when requested by the Commission: Provided, that a 
summary of all reports shall be submitted to the Commission annually, comprised of general 
information including the number of incidents and breach encountered, classified according to 
their impact on the availability, integrity, or confidentiality of personal data. 

Section 23. Notification and Reporting to the National Privacy Commission. The requirements 
pertaining to notification and the submission of reports shall be complied with through the 
appropriate submissions to the office of the National Privacy Commission or by electronic mail 
(complaints@privacy.gov.ph ). The foregoing details may be amended, subject to a public 
announcement made through the Commission's website or other comparable means. 

SECTION 24. Separability Clause. If any portion or provision of this Circular is declared null 
and void or unconstitutional, the other provisions not affected thereby shall continue to be in 
force and effect. 

SECTION 25. Effectivity. This Order shall take effect fifteen (15) days after publication in the 
Official Gazette or two newspapers of general circulation. 

Approved: 

(Sgd.) RAYMUND E. LIBORO 
Privacy Commissioner 

(Sgd.) IVY D. PATDU (Sgd.)DAMIAN DOMINGO 0. MAPA 
Deputy Privacy Commissioner Deputy Privacy Commissioner 

Date: December 15, 2016 
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NPC Circular No. 2016-03 
Personal Data Breach Management 

15 December 2016 

Summary 

What is subject to the A security breach that; 
notification requirements. 1. Involves sensitive personal information, or information 

that may be used to enable identity fraud 
2. There is reason to believe that information have been 

acquired by an unauthorized person 
3. The unauthorized acquisition is likely to give rise to a 

real risk of serious harm 

Who should notify. The personal information controller, which controls the 
processing of information, even if processing is outsourced or 
subcontracted to a third party. 

When should notification of Within 72 hours from knowledge of the personal data breach, 
Commission be done, based on available information. 

Follow up report should be submitted within five (5) days 
from knowledge of the breach, unless allowed a longer period 
by the Commission. 

When should data subjects or Within seventy-two (72) hours from knowledge of the breach, 
individuals be notified. unless there is a reason to postpone or omit notification, 

subject to approval of the Commission. 

What are the contents of In general- 
notification to Commision 1. nature of the breach 

2. sensitive personal information possibly involved 
3. measures taken by the entity to address the breach 
4. details of contact person for more information 

What are the contents of In general, same contents as notification of Commission but 
notification to data subject must include instructions on how data subject will get further 

information and recommendations to minimize risks resulting 
from breach. 

How will notification be Commission may be notified by written or electronic means 
done? but the personal information controller must have 

confirmation that the notification has been received. 

Data subjects or affected individuals shall be notified 
individually, by written or electronic means, unless allowed by 
the Commission to use alternative means. 

Other requirements Cooperate with the Commission where there is an 
investigation related to the breach. 

Documentation of all security incidents and the submission of 
an annual report to the Commission. 
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ATTENTION TO: Hannah Jane Pecson Confirmation Date: 

MESSAGE:	 Please fill-out the form below (readable and correct name spelling of 

participants) and fax to Yi&aelTraining Secretariat at (02) 956-2025; or email to: 

atc3CyisraeI'dataprivaCy.cOrn or beck y,santos@yisrael-
da tapri vacy. corn 

CONFIRMATION FORM 
(Data Privacy Awareness and Compliance) 

First Serve Basis 

ease reserve me/us on this oidq schedule: 

Name of Company: 

Address: Region: 

Type of Organization: t I 
Contact Person: Tel. No. Mobile No. Fax No. 

Participants Details 

FirstName
Middle Last Name Tel. No Mobile No Position 
Initial 

EmailAddresS Food Restriction: 

AMOUNT 

SCHEDULE Time No. of Slot LIVE-OUT LIVE-IN 
Reserve 6,000 per pax 9,000 per pax 

8:30am-4:00pm 

PAYMENT METHOD P s deposit your payment to our LandBank Account 

All payments shall be made in Philippine Pesos.
BANK DETAILS:
Account Name: YiSRAEL SOLUTIONS & CONSULTING (YISCON) INC 

Cash Account Number: 1641.1047.16 
LI Check payment Pasig-C. Raymundo Ave. Branch 
Please make check payable to: (PIs fax or email the payment to us and submit the original deposit 

YISRAEL SOLUTIONS AND CONSULTING (YISCON) INC. slip on the workshop) 

REGISTRATION POLICY: 

Requested by: GUARANTEED SEATS 
Please fill up the confirmation form to guarantee your slots. Those who confirmed will be 
given priority status" contingent upon availability of seats. 
CANCELLATION POLICY 
NO cancellation will be made upon confirmation, however, substitutes are allowed only 

Signature over printed Name when there is a written notice to theYisrael Solutions and Consulting (YISCON) Inc. at 
least five (5) working days prior to the seminar.Please take note that there is a 
LATE-CANCELLATION and NOW ATTENDANCE CHARGE of Php 1,000.00/day per 
participant to cover costs. 

PRIVACY NOTICE: 
"We from Yisrael Solutions and Consulting (YISCON),lnc. will make sure that all of the personal informations you have provided 
will be secured and remain confidential as much as possible. We collect informations with your proper consent and that necessary 
personal in information with the intent to fulfil the purpose in transacting with us." 


